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HIPAA Compliance Patient Consent Form  
The Health Insurance Portability and Accountability Act of 1996 (HIPAA) requires that health providers keep your medical 
and dental information private. The HIPAA Privacy Rule states that health providers must also post in a clear and 
prominent location, and provide patients with, a written Notice of Privacy Policy. 
 
The privacy practices described are currently in effect. We reserve the right to change our privacy practices, and the terms 
of this Notice at any time, provided such changes are permitted by law. If changes are made, a new Notice of Privacy 
policy will be displayed in our office and provided to patients. You may request a copy of our Notice at any time. Additional 
information may be obtained from the HIPAA Coordinator listed in our written HIPAA plan.

USES AND DISCLOSURES OF HEALTH INFORMATION 
The following describes how information about you may be used at Gregorich and Matack Family Dental:

• Treatment Services: We may use or disclose your health information to all of our staff members, other dentists, your 
physicians, and/or other health care providers taking care of you.

• Payment and Health Care Operations: We may use or disclose your health information to obtain reimbursement for the 
treatment and services you receive from us or another entity involved with your care. Payment activities including billing, 
collections, claims management, pre-estimates, determination of eligibility and coverage to obtain payment from you, an 
insurance company or another third party. For example, we may send claims to your dental health plan containing certain 
health information needed for reimbursement per your dental insurance coverage. 

• Appointment Reminders: We may use or disclose your health information to provide you with appointment reminders 
such as voicemail messages, text messages, emails and postal letters to confirm scheduled appointments. If my phone 
number or email address has changed, I understand it is my responsibility to provide updated information to staff to 
ensure accuracy of the information for the intent of appointment reminders. 

• Legal Requirements: We may use or disclose your health information when required to do so by law.

• Abuse or Neglect: If abuse or neglect is reasonably suspected, we may use or disclose your health information to the 
appropriate governmental authorities.

• National Security: When required, we may disclose military personnel health information to the Armed Forces. 
Information may be given to authorized federal offices when required for intelligence and national security activities . 
Health information for inmates in custody of law enforcement may be provided to correctional institutes.

• Individuals involved in your care or payment for your care: With your authorization, we may disclose your health 
information to a family member or other person such as a patient representative if necessary to assist with your treatment 
and/or payment for services. This also allows the information available so that another person may pick up written 
prescriptions, referrals,  medical supplies, records, or x-rays for you. Based on our judgement and as per 164.522(a) of 
HIPAA we may disclose your information to these persons in the event of an emergency situation.

• Business Associates: Some services in our organization are provided through contacts with business associates. 
Examples include practice management software representatives, accountants, answering service personnel, etc. When 
these services are contracted, we may disclose your health information to our business associates so that they can 
perform the job we have asked them to do and bill you or your third-party payer for services rendered. All of our business 
associates are required to safeguard your information and to follow HIPAA Privacy Rules.

• Workers' Compensation: We may disclose your PHI to the extent authorized by and to the extent necessary to comply 
with laws relating to workers compensation or other similar programs established by law, 

• Research: We may use or disclose medical information to researchers when an institution's review board or special 
privacy board has reviewed the proposed study and established protocols to ensure the privacy of the health information 



used in their research and determined that the researcher does not need to obtain your authorization prior to using your 
medical information for research purposes.

• Public Health Activities: We may use or disclose your health information for public health activities, to include the 
following: to prevent or control disease, injury, or disability; to report reactions with medications or problems with products, 
to notify people of recalls of products they may be using; to notify a person who may have been exposed to a disease or 
who may be at risk for contracting or spreading a disease of condition; to notify the proper government authority if we 
believe a patient has been the victim of abuse, neglect, or domestic violence (when required by law).

• Breach Notification: We will notify you any time your PHI may have been compromised through unauthorized 
acquisition, use or disclosure.

• Secretary of HHS: when required by Secretary of the U.S. Department of Health and Human Services, we will disclose 
your health information due to investigation or determination of compliance with HIPAA. 

PATIENT RIGHTS

• Access: You have the right to look at or get copies of your health information, with limited exceptions. You may request 
that we provide copies in a format other than photocopies. We will use the format you request unless we cannot 
practicably do so. You must make a request in writing to obtain access to your health information. 
We will charge you a reasonable cost-based fee for expenses such as copies. If you request X-Rays, there will be a fee 
for any copies of films. You are not entitled to originals, only copies. Postage will be added if copies are to be mailed. If 
you prefer, we will prepare a summary or an explanation of your health information for a fee. Details of all fees are 
available from the HIPAA Coordinator.

• Accounting of Disclosures: You have the right to receive a list of instances in which we or our business associates 
disclosed your health information for purposes, other than treatment, payment, healthcare operations and certain other 
activities. If you request this accounting more than once in a 12-month period, we may charge you a reasonable, cost-
based fee for responding to these additional requests.

• Restriction: You have the right to request that we place additional restrictions on our use or disclosure of your health 
information. We will keep your information confidential from your health plans if you pay cash, at your request. In some 
instances, we may not be required to agree to these additional restrictions, but if we do, we will abide by our agreement 
(except in an emergency).

• Alternative Communication: You have the right to request that we communicate with you about your health information 
by alternative means or to alternative locations. (You must make your request in writing.) Your request must specify the 
alternative means or location, and provide satisfactory explanation how payments will be handled under the alternative 
means or location you request.

• Amendment: You have the right to request that we amend your health information. (Your request must be in writing, and 
must explain the reason for the amendment.) We may deny your request under certain circumstances.

• Right to Notification of Breach: You will receive notifications of breaches of your unsecured protected health information 
required by law. 

By signing this consent form, I understand I have acknowledged the Notice of Privacy Practices

Please print First and Last Name clearly: _____________________________________________________________

Relationship to patient_____________________________________________________________________________

Signature:______________________________________________________ Date:____________________________ 

Below is Optional: If you would like to give permission to an individual to discuss your PHI with our 
office, please indicate person below, along with their relationship to you. 

Name:____________________________________ Relationship:_________________________________
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